BPS Networks
Acceptable Use, Network Management and Conditions of Service Policy
Application of this Policy

This Agreement is between BPS Networks and Subscriber and is applicable to
Subscriber and all users of Subscriber's account. This Agreement supersedes all
representations, agreements and other communications with respect to the subject
matter except as expressly set forth in this document. This Agreement can be amended
at the sole discretion of provider without prior notice to, or permission of subscriber. The
terms and conditions of this Acceptable Use Policy posted on the BPS Networks’ web
site shall supersede all previous agreements, representations, or understandings and
shall prevail notwithstanding any variance with terms and conditions set forth previously.
Subscriber’s continued use of the service after changes to the Acceptable Use Policy
are posted to the BPS Networks’ web site constitute acceptance of any changes,
modifications, or additional terms. If any term of this Agreement is found by a court of
competent jurisdiction to be invalid, illegal or unenforceable, the Agreement shall be
construed in such a way as to eliminate the offending term while giving as much effect
as possible to the intentions of the parties. Provider may authorize or allow its
contractors and other third parties to provide services necessary or related to
performance under this Agreement and may collect payment on their behalf. Notice
under this Agreement may be made by any reasonable means, including email, postal
service or publication over the Service.

The Service

The Service consists of the transmission of data communications via the network
infrastructure and access to content stored on servers owned or operated by BPS
Networks or on BPS Networks behalf. This Agreement specifies the actions prohibited
by BPS Networks to users of our network. This Agreement, also, outlines recourses and
rights reserved by BPS Networks under this policy.



Fees and Payment

Subscriber shall pay all taxes, fees, charges and other amounts for the Service at the
rates in effect for the current billing period. BPS Networks may require a deposit prior
to providing new service or as a condition of continued service. BPS Networks shall
make available to Subscriber a statement for each billing cycle showing payments,
credit purchases and other charges. Payment is due in full each month. If payment is
not received before the due date shown on the statement, then Subscriber's access to
the Service shall be restricted. Prior to activation of new service or reconnection of
existing service, payment for previous balances owed to BPS Networks or its affiliates
may be required. Subscriber may be charged a late fee and may be subject to other
fees and charges or termination of the account. Credit amounts shall not accrue
interest. Subscriber shall pay the reasonable costs of any collection agency, attorney or
court used by BPS Networks to collect past due amounts or to enforce this Agreement.
A reactivation fee will be required before Service is reactivated after termination. BPS
Networks may sell, assign or transfer Subscriber's account to a third party without
notice to Subscriber. In the absence of notice, Subscriber must continue to make all
required payments in accordance with Subscriber’s billing statement.

Open Internet Rules

BPS Networks commits to the open and non-discriminatory use of the Internet by its
customers and commits to use reasonable network management practices to ensure an
open Internet. BPS Networks will manage its network and provide access in
accordance with the Federal Communications Commission’'s (FCC's) Rules.

Transparency

BPS Networks makes available information on its website regarding its network
management practices, performance, and commercial terms of its service in order to
allow consumers to make an informed choice regarding their use of such services. The
version located at http://www.bpstelephone.com/aup.php shall be considered the
current and applicable version of this Agreement.




Network Security and Congestion Management

BPS Networks uses generally accepted technical measures to provide acceptable
service levels to all customers, such as application-neutral bandwidth allocation, as well
as measures to address service attacks, illegal content, and other harmful activities to
protect network integrity and reliability.

BPS Networks reserves the right to prioritize traffic based on real time and non-real time
applications during heavy congestion periods based on neutral and generally accepted
technical measures. BPS Networks may use other traffic management tools to help
ensure efficient and equitable access to the BPS Networks network for all customers.
BPS Networks does not practice affiliated or paid prioritization.

BPS Networks reserves the right to monitor customer usage to efficiently manage the
performance of the network to ensure a sustainable quality broadband service is
provided. Peak network usage is between 4 pm and 11 pm Monday — Friday and 10
am — 11 pm Saturday and Sunday. Congestion due to malfunctioning hardware and/or
software will be remedied as quickly as network engineers can diagnose and identify
the offending hardware / software.

Congestion due to malice will be remedied using any technique available, including
protocol-aware filtering and rate-limiting, to control and limit the offending source. BPS
Networks may seek criminal charges against those who inflict network malice. BPS
Networks may also attempt to recover costs incurred from network malice.

Blocking

BPS Networks shall not block access to lawful content, applications, services or non-
harmful devices, subject to reasonable network management. BPS Networks blocks
four UDP ports for Reflective DDOS Prevention, Malware Prevention and four TCP
ports for Spam, Worms, and Malware prevention.






